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Juan Carlos Martínez Peniche 

Cellphone:. 1-849-440-2583 
 

                                                Email: imperia3331313@gmail.com 

 
 

Objective: 
 

Work effectively for the objectives of the institution or company in which you work, complying 

promptly with the goals set and assigned. Likewise, achieve high and solid personal and 

professional training within whose organization and, through my studies and work. Which will 

serve it in fulfilling its vision and mission more productively. Detect, monitor, and mediate 

various aspects of security, including hardware security, software security, and network 

security.

 
   Knowledge And Experience: 

        Cyber Threat Intelligence Analysis                       Network Traffic Analysis 
        Malware Detection And Elimination                      Cyberattacks Prevention 
        Data And Information Protection                           Information Security Analyst 
        Encryption                                                             Risk Assessment 
        Intrusion Detection                                                Linux OS / Windows OS 
        Data Hacks And Breaches Prevention                 Oracle & PL/SQL 
        MySQL                                                                  Virus Control 
        Technology Risk Management                             RAT Attacks Prevention 
        Fix Vulnerabilities                                                 Python 
        Java                                                                      HTML 
        JavaScript                                                             CCS3 
        PHP                                                                      Wordpress 
        SQL Server                                                           English 
 

Elementary School And High School: 

        Elementary School                               :               Colegio Jose Isabel Garo 

       High School                                          :               Liceo secundario Francisco G. Billini 

Technologist: 

     Software Development                              :                 Instituto Tecnológico de Las Américas   
                                                                                                            (ITLA) 

 

 Personal References: 

Tecnólogo Amaurys Sánchez (ITLA) : Cellphone.: 1-829-606-8866 

Tecnólogo Jose Alberto Gonzalez (ITLA) : Cellphone.: 1-829-358-6504 

Senior IT Consultant Willis Polanco : Cellphone.: 1-829-451-9079 

 

 

 



 

 

J U A N  C A R L O S  M A R T I N E Z  P E N I C H E  

Cyber Security Analyst 

Cellphone: 1-849-440-2583  
Email: imperia3331313@gmail.com  

 

 

This letter is regarding my interest in applying for the post of Cyber Security Analyst at your 
Company. My years of knowledge in the same position match well with the specifications 
required for this job. 

 
With a strong network and software of professional educational qualifications and passion 
for cyber security and an interest in this field - I am sure to deliver positive outcomes as per 
your organization's needs. My experience in the role helped me understand various 
procedures and guidelines surrounding the field– 
 

• Over 8 Years of experience in malware analysis methodologies and related best practices. 

• I have a solid knowledge of common cyber-attack methods and their detection and 

elimination techniques. 

• Methods employed for protecting computer Networks. 

• Ethical hacking.  

• Data loss prevention/protection.  

• Cryptographer. 

• Demonstrated knowledge and understanding of cyber risks and threats. 

• Monitoring networks for security breaches. 

• I have a strong ability to analyze and identify issues, investigate the root cause and 

provide solutions. 

• Developing strategies to help your organization remain secure. 

• Information security specialist. 

• Testing and maintaining firewalls and antivirus software updated. 

• Researching new security risks. 

• Suggesting improvements for security weaknesses. 

• Guiding on recommended mandatory security measures. 

• Designing plans to fix any security risks. 

• Security systems administrator. 

• Monitoring systems and Networks. 

• Developing and documenting security procedures for your organization. 

• Testing security solutions and vulnerability detection. 

 
Given an opportunity, I assure you to give my best to this job and become an asset to your 
organization. 
 
Looking forward to hearing from you soon. 
 
Sincerely, 
Juan Carlos Martinez Peniche 
 
 


