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Professional Summary:

Dedicated and detail-oriented individual with a background in graphic and web design, now
specializing in cybersecurity and penetration testing. Currently a student at Sberbank’s “School
21” programming school, where I am honing my programming and cybersecurity skills through
hands-on projects. Passionate about ethical hacking and information security, continuously
advancing my knowledge through platforms like Hack The Box (HTB).

Key Skills:

• Programming Languages: Proficient in C, C++, and Python, with strong
understanding of syntax and features.

• Web Development: Experience with Python and the Django framework, enabling
secure web application development.

• Scripting: Skilled in writing Bash scripts for automating tasks and enhancing
productivity in penetration testing.

• System Administration: Advanced experience with Linux OS, including
command-line utilities and administrative tasks.

• Version Control: Proficient in Git, with experience using Gitlab and Github in
collaborative environments.

Technical Skills:

Penetration Testing, Vulnerability Assessment, Network Security, SQL, Git, Linux, HTML,
PostgreSQL, Django Framework, C/C++, Python, macOS, Bash, Team Collaboration, English
Proficiency.

Certifications & Training:

• School 21, Sberbank – Current student, building foundational and advanced
programming and cybersecurity skills.

• Hack The Box (HTB) – Ongoing practical training in penetration testing and
problem-solving on real-world scenarios.

Experience with Tools:

• Penetration Testing Tools: Burp Suite, Nmap, Metasploit, Wireshark.



• Operating Systems: Proficient in Linux and macOS environments, essential for
cybersecurity tasks.

• Automation and Scripting: Skilled in Bash scripting to streamline repetitive tasks
and automate testing processes.

Professional Qualities:

• Analytical and methodical approach to identifying vulnerabilities and assessing
security.

• Ability to work effectively in a team, with a collaborative approach to
problem-solving.

• Strong commitment to continuous learning and professional development in the
cybersecurity field.

Objective:

Seeking an opportunity as a Penetration Tester to leverage my skills in ethical hacking,
programming, and security analysis to help organizations identify and mitigate security risks
effectively.


