
 OYERINDE Joshua Kehinde. 

 Email: Joshuakehinde77@gmail.com  

Phone: (+234) 813 609 882 7  

Github: https://github.com/Josh77code  

Portfolio: https://my-portfolio-otpy.vercel.app/  

 

 Cyber Security Specialist 

Dedicated Cyber security Specialist with 3+ years of experience developing security standards, 

performing penetration and vulnerability assessment on Web Application, Networks, monitor 

cyber security systems, training fellow members on security awareness and policy. Reducing 

potential threats that may likely to infringe the confidentiality, integrity and availability of a 

machine. 

 

WORK EXPERIENCE 

Cyber security Lead                                                                                  10/2023 – 8/2024 

Google Developer Students Club 

● Bringing the perspective of cyber security to newbies in understandable ways 

● Train my fellow students on Linux Operating systems, Bash scripting and Python for 

security 

● Team work with my fellow students and security professionals. 

Web Security Analyst Intern 

 ETL Community                                                                                       10/2022 – 8/2023 

● Perform security testing while developing the naija-cbt   platform 

● Conduct security awareness amongst the team members 

● Work with other developers by developing the software application 

 

Cyber security Intern 
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 Africa Centre of Excellence OAU Knowledge ICT driving center      4/2024 – 10/2024 

● Work with my fellow interns towards developing solutions for the Organization 

● Understanding how networks works and its application. 

● Conduct some penetration testing on the Web server, Networks and Mobile phone for 

researches. 

 HANDS ON PROJECTS 

Web Penetration testing 

● Setting my Pen-testing lab with Virtual Box install, Kali-linux, OWASP Broken Web 

Application. 

● Perform Active and passive reconnaissance in order gain more information about my 

machine. 

● Familiarize myself with OWASP Top 10 

● Detect Web potential securities and try to figure it out. 

● Carry out Exploitation on Metasploit framework, Burpsuite.   

Network Penetration testing  

● Set up my   Network pen-testing lab with WiFi wireless Adapter 

● Familiarize myself with ports and services  

● Vulnerabilities and what they cause  

● Listening to other ports  

● Carry out exploitation using aircrack-ng, airemon-ng 

TOOLS EXPERTISE 

  Nmap, python2 and python3, metasploitframework,wireshark, 

  Burpsuite,Harvester,Dirbuster,linux administration, Java, C++, 

  Bash scripting,aircrack-ng,autopsy. 

TEAM PROJECTS 

Developing a CBT Application for OAU Students  

● As an intern I worked here as a team member and make sure I put security in place 



● Work on the development of graphical interface of the CBT App using react.js 

● As a security intern I make sure I check OWASP top 10 and all the security measures are 

meant. 

● Make sure the CBT App well deployed over the network 

Developing a solution that can detect anomalies over the network. 

● I worked as a team lead for my team 

● Implement  this solutions using machine learning techniques 

● Deploy it over the network devices or API 

 

SKILLS AND COMPETENCIES 

● Risk Assessment 

● System security 

● Network Security 

● Data Protection 

● Penetration Testing 

● Threat Detection 

● Security Protocols 

● Firewalls  

● Cryptography 

● Security Automation 

 

 

CERTIFICATIONS 

 

● ISC2 CC Certified in Cyber security     

● Google Cybersecurity Certification 

● DevRecruit Cyber security 



 

EDUCATION                                                                                                                                  2021-2025 

First Technical University, Ibadan.  

Bachelor of Science in Cyber Security 

B.sc(Hon) Cyber security  

 

 


